
Firewall
The Firewall service offers the ability to professionally secure your network with the 
latest technology with the possibility to flexibly adjust the configuration

The Firewall service is designed to provide comprehensive security of Internet commu-
nication of Quantcom’s customers. The service is built on top firewall technology from 
Fortinet, which allows you to secure your network against attacks and set rules for using 
the Internet for individual groups of employees. The technology is constantly supported 
by updates to be able to respond to the latest security threats. The control takes place at 
the level of identification and monitoring of the behavior of individual users, applications 
and content that is transmitted over the network. The network administrator can, accor-
ding to current needs, change the rules for using the network or the Internet through an 
intuitive user interface. For more complex settings changes, it is possible to use Quant-
com’s support.

THE FIREWALL SERVICE ALLOWS

n Management of user authorizations to the Internet
n Management of Internet application and P2P traffic authorizations
n UTM – Unified Threat Management
n Monitoring of users
n Monitoring of applications
n Antivirus, anti-spam
n Setting up regular reporting

THE SERVICE INCLUDES

n  Delivery of Firewall as a service using the LAN interface and Internet connection
 at the customer’s premises or in the data center
n  Consultation and design of service configuration
n Free initial setup
n  Training for the customer’s network administrator
n  Granting the right to manage the device
n 24/7 monitoring

SERVICE LAYOUT

WHO IS THE SERVICE DESIGNED FOR?

Thanks to its flexibility in scope and quality, the service is designed for all large, medium 
and small companies that have high demands on speed, quality and availability of connec-
tion using the latest technologies.
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